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49 CFR Ch. II (10–1–10 Edition) § 237.151 

Subpart G—Documentation, 
Records, and Audits of Bridge 
Management Programs 

§ 237.151 Audits; general. 
Each program adopted to comply 

with this part shall include provisions 
for auditing the effectiveness of the 
several provisions of that program, in-
cluding the validity of bridge inspec-
tion reports and bridge inventory data, 
and the correct application of move-
ment restrictions to railroad equip-
ment of exceptional weight or configu-
ration. 

§ 237.153 Audits of inspections. 
(a) Each bridge management program 

shall incorporate provisions for an in-
ternal audit to determine whether the 
inspection provisions of the program 
are being followed, and whether the 
program itself is effectively providing 
for the continued safety of the subject 
bridges. 

(b) The inspection audit shall include 
an evaluation of a representative sam-
pling of bridge inspection reports at 
the bridges noted on the reports to de-
termine whether the reports accurately 
describe the condition of the bridge. 

§ 237.155 Documents and records. 
Each track owner required to imple-

ment a bridge management program 
and keep records under this part shall 
make those program documents and 
records available for inspection and re-
production by the Federal Railroad Ad-
ministration. 

(a) Electronic recordkeeping; general. 
For purposes of compliance with the 
recordkeeping requirements of this 
part, a track owner may create and 
maintain any of the records required 
by this part through electronic trans-
mission, storage, and retrieval pro-
vided that all of the following condi-
tions are met: 

(1) The system used to generate the 
electronic record meets all require-
ments of this subpart; 

(2) The electronically generated 
record contains the information re-
quired by this part; 

(3) The track owner monitors its 
electronic records database through 
sufficient number of monitoring indi-

cators to ensure a high degree of accu-
racy of these records; 

(4) The track owner shall train its 
employees who use the system on the 
proper use of the electronic record-
keeping system; and 

(5) The track owner maintains an in-
formation technology security program 
adequate to ensure the integrity of the 
system, including the prevention of un-
authorized access to the program logic 
or individual records. 

(b) System security. The integrity of 
the bridge inspection records must be 
protected by a security system that in-
corporates a user identity and pass-
word, or a comparable method, to es-
tablish appropriate levels of program 
and record data access meeting all of 
the following standards: 

(1) No two individuals have the same 
electronic identity; 

(2) A record cannot be deleted or al-
tered by any individual after the record 
is certified by the employee who cre-
ated the record; 

(3) Any amendment to a record is ei-
ther— 

(i) Electronically stored apart from 
the record that it amends; or 

(ii) Electronically attached to the 
record as information without chang-
ing the original record; 

(4) Each amendment to a record 
uniquely identifies the person making 
the amendment; and 

(5) The electronic system provides for 
the maintenance of inspection records 
as originally submitted without cor-
ruption or loss of data. 

APPENDIX A TO PART 237—SUPPLE-
MENTAL STATEMENT OF AGENCY 
POLICY ON THE SAFETY OF RAILROAD 
BRIDGES 

A Statement of Agency Policy on the Safe-
ty of Railroad Bridges was originally pub-
lished by FRA in 2000 as Appendix C of the 
Federal Track Safety Standards, 49 CFR 
Part 213. With the promulgation of 49 CFR 
Part 237, Bridge Safety Standards, many of 
the non-regulatory provisions in that Policy 
Statement have been incorporated into the 
bridge safety standards in this part. 

However, FRA has determined that other 
non-regulatory items are still useful as in-
formation and guidance for track owners. 
Those provisions of the Policy Statement are 
therefore retained and placed in this Appen-
dix in lieu of their former location in the 
Track Safety Standards. 
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